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Rationale
Information and Communications Technology (ICT) is changing the lives of everyone. ICT is a generic term used to denote the convergence of computers, video and telecommunications, as seen in the use of multi-media computers, mobile phones, gaming consoles etc.

We aim to enable our pupils to find, explore, analyse, exchange and present information. We also focus on developing the skills necessary for children to be able to use information in a discriminating and effective way.

Curriculum Leadership

· It is the responsibility of the ICT team to assist all teachers with the implementation of this policy. 

· The ICT leaders have the responsibility for the management of the resources, which are required for the implementation of this policy. 

· The ICT team will disseminate information regarding new developments in ICT to other members of staff. 

· The ICT team will be responsible for any staff INSET in the development of ICT. 

· It will be the responsibility of the ICT co-ordinators to ensure that the system for reviewing this policy is initiated. 

· The ICT leaders will be responsible for the updating of policy, action plans and Internet guidelines and informing staff of aforementioned documents. 

· Future Developments of ICT to be set out in an appropriate Action Plan
As a school we have agreed a long-term curriculum development cycle.  Every cycle lasts for three years.  During each cycle two key areas of learning are developed.  Here is our present plan:
	Cycle
	Area of Learning 1
	Area of Learning 2

	2013/14 - 2015/16
	Literacy
	Numeracy

	2016/17 - 2018/19
	I.C.T.
	P.D.M.U. & R.E.

	2019/20 – 2021/22
	World Around US
	Creativity (Art, Music & P.E.)


Values and Mission Statement 

At Whitehouse Primary School our vision is to develop skilled learners and flexible thinkers, using ICT to enhance and extend learning and teaching.  As ICT is continually developing and new technologies are emerging, we as a school will strive to equip all pupils with the skills necessary for a future in which ICT plays a key role. 

Our vision encompasses the following aims: 

· ICT will be embedded into every day school life by enabling pupils to explore, express, exchange, evaluate and exhibit their work.  

· To provide opportunities to enable all our staff and pupils to be confident, competent and independent users of ICT.

· To use ICT to develop an online community, sharing ideas and resources between pupils, staff, parents, Board of Governors, other schools and the wider community.

· To implement STEM strategy to inspire high aspirations and achievements and develop flexible thinkers.













Aims
Across the curriculum, at a level appropriate to their ability pupils will be enabled to develop skills in Using ICT.

Children will:

· Learn about ICT – develop the knowledge and skills required to use ICT effectively and to apply these in a range of contexts. 

· Learn through ICT – develop the skills required to access and use information from a range of electronic sources, interpret it and use it effectively. 

· Learn with ICT – apply the skills in their own learning either at school, at home or in the community. 

Methodology
· ICT is a tool to be used as appropriate throughout the curriculum 
· ICT is an entitlement for all pupils 

· We provide suitable learning opportunities for all children by matching the challenge of the task to the ability and experience of the child 

· Children will have access to a range of mobile and static technology 

· Use of ICT at home will continue to be encouraged through projects, homework and the use of Fronter (VLE) which can be accessed through a home computer system or at the local library 

· Children should continue to be encouraged to access and make use of the school website which is regularly updated – www.whitehouseps.co.uk 
Key Experiences

Children will:

Explore

· Look for, find, choose and use information.  Pupils will move from having resources provided for them to being more independent and discriminate users of ICT.

· Use digital tools to investigate and solve problems.

Express

· Pupils will have the opportunity to be creative, developing and presenting their ideas using text, sound, music and still or moving images.

Exchange

· Pupils will communicate with others online, sharing and developing ideas.

Evaluate

· Pupils will reflect on their process and outcome and think about how they carried out an activity and how they might improve on what they did.

Exhibit

· Pupils will manage and showcase work digitally.

E-Safety

· Pupils will be provided with opportunities to develop knowledge and understanding of e-safety and acceptable online behaviour.
Promoting Cross Curricular Skills 

Literacy 

ICT is a major contributor to the teaching of Literacy 
· Children use ICT to help develop reading and writing skills.

· Children learn how to draft, edit and revise text. 

· Children can create, develop present and publish ideas and opinions visually or orally. 

· They learn how to improve the presentation of their work by using desk-top publishing and presentational software. 

Numeracy 

Many ICT activities build upon the mathematical skills of the children. 
· Children use ICT in Numeracy to collect data, make predictions, analyse results, and present information graphically. 

· They can explore mathematical models e.g. use of BeeBots, Probots and spreadsheets. 
· The children use Alta Maths which is an online, interactive, formative assessment system.
Personal Development and Mutual Understanding (PDMU) and Citizenship 

ICT makes a contribution to the teaching of PDMU and citizenship as children learn to work together in a collaborative manner. 
· They develop a sense of global citizenship by using the Internet. 

· Through the discussion of moral issues related to electronic communication, children develop a view about the use and misuse of ICT.

· They also gain a knowledge and understanding of the interdependence of people around the world. 

Creative and Expressive 

ICT offers children the freedom to express their own ideas creatively and to experience the designs of others. 
· Children will have the opportunity to develop their creativity through a range of network software and digital technology. 

· They can explore the Internet to gain access to a wealth of images and information about world famous pieces. 

World around Us 

ICT transcends the barriers of distance and opens up the world as an easily accessible global community allowing children to carry out research and experience the past, present and future of the world they live in. 
Promoting Thinking Skills and Personal Capabilities 

At the core of our vision for ICT is that we are aiming to develop skilled learners and flexible thinkers.  Our methodology also aims to promote collaborative learning with children as mentors.
STEM
As a school we have implemented a STEM strategy programme to which ICT is integral.  This will be further developed in 2015/16.  Children will have the opportunity to work with Lego WeDo, and to use coding programmes such as Scratch.
Monitoring, Assessing and Reporting 
Monitoring 

· Evidence covering all areas of ICT is saved within each pupil’s folder. 

· It is currently the responsibility of the ICT team to monitor the standard and progress made by each pupil by gathering appropriate evidence during each school year.
Assessing 

· Evidence gathered each year is assessed by the ICT team. Levels for Using ICT are submitted at the end of Y4 and Y7.
Reporting 
· Using ICT is evaluated by the class teachers regularly through half-termly evaluations.
· Parents are informed of progress in Using ICT through annual written reports. 
Addressing Underachievement

Pupils work will be monitored and assessed to ensure that they are achieving their full potential.  Teachers will be aware of pupil’s Literacy and Numeracy standards.  It is expected that ICT will be used to support and extend the children’s learning.
Respecting Children’s Rights and Equality of Opportunity

Whitehouse Primary School aims to empower children through ICT and enhance their protection.  It will contribute to the realisation of the rights of the child to participation, education, and protection from abuse, violence and exploitation in the digital world by addressing the following articles from a Summary of the UN Convention on the Rights of the Child;

· Article 3 – best interests of the child.

· Article 12 – respect for the views of the child.

· Article 13 – freedom of expression.

· Article 17 – access to information from the media.

· Article 36 – other forms of exploitation.

Whitehouse Primary School’s ICT facilities are available for use by all pupils and staff. All children are given access to ICT regardless of gender, race, physical or sensory disability. 

ICT and SEN
ICT has an important role to play in supporting the learning of children with SEN. When effectively integrated into the curriculum ICT can enable children to participate fully in areas of the curriculum which are otherwise inaccessible.  It is important that all barriers are acknowledged and the teacher makes reasonable efforts to meet the needs of all pupils.
Resource Allocation and Use

Whitehouse Primary School is equipped with 31 networked PCs and 2 laptop cabbies. We also have an Ipad cabby. 

Every class has access to 

· a class PC 

· a colour printer 

· a digital camera 

· A flip camcorder 

· an Interactive Whiteboard 

· ICT through the networked system in the ICT suite 

· Floor robots

· laptops.

· Ipads

· Apple TV
· Each year group has timetabled access to the ICT suite, laptops and Ipads
Pupils accessing the World Wide Web 
For all information related to this see Whitehouse Primary School’s Policy on the Use of the Internet and E-Learning policy. 
Professional Development

The school is committed to cater for teachers’ professional development needs within the area of ICT  This includes the following key elements:

· A clear and user-friendly ICT and E-Safety Policy and Scheme.

· An appropriate and varied range of resources.

· The support and encouragement of an ICT team.

· Ongoing training and professional development as required.

· Feedback from the ICT team on their practice.
The Monitoring and Evaluating of the ICT Policy and Scheme

Each term of every school year the ICT team will look at samples of children’s work contained within a folder in pupil’s My Documents.  The ICT team will monitor:
· The coverage and progression of the 5 E’s.

· Inclusion of a range of desirable features.

· The quality of pupil’s work.
· Pupil and peer evaluation.

· How ICT is being used to support other areas of the curriculum.

A termly report will be created after this monitoring process to evaluate ICT across the school.  It will document:

· Strengths of practice

· Areas of development

· Targets for the term ahead

The ICT leaders will meet with individual teachers after this report has been distributed if their practice requires some support and improvement.

Review Cycle of Policy

The ICT Policy and Scheme will be reviewed and if updated annually.  This process will involve a staff and governor consultation.  A copy of the policy will be available in the school office on request. 
Health and Safety

General Guidance 
· Food and drink should not be consumed near ICT equipment. 
· An adult should always supervise children when they are accessing information via the Internet. 

· Eyestrain – avoid long periods on the computer. 

· Advise children to take short breaks during a task. 

· Be aware of the guidelines for children with epilepsy. 

· Avoid a cluttered work area. Spread out keyboard, mouse and printer etc. 

· It is the responsibility of staff to ensure that they leave the ICT Suite clean and tidy after use. 

Sitting 
· Appropriate seating should be allocated for use with the school computers that gives proper back support 

· Screen positioned to avoid glare 

Interactive Whiteboards and Projectors
All interactive whiteboards and data projectors, if misused have the potential to cause eye injury, particularly if children stand in front of the beam.  Guidelines for use of interactive whiteboards and projectors are as follows:

· No one should stare directly into the beam of the projector.
· When entering the beam, users should not look towards the audience for more than a few seconds.

· Users should keep their backs to the projector beam when standing in it.

· Children will be supervised at all times when a projector is being used.
Data Protection
Whitehouse Primary School recognises and accepts its responsibility as set out in the Data Protection Act 1998 and sub-legislation contained therein. The School, as a Data Controller, will take all reasonable steps to meet this responsibility and to promote good practice in the handling and use of personal information. In particular the School will comply with the Data Protection Principles set out in the 1998 Act. 

This policy statement applies to all School governors and employees, and individuals about whom the School processes personal information, as well as other partners and companies with which the School undertakes it business. 

Scope 
The School needs to collect and use certain types of personal information about people with whom it deals in order to operate. These include current, past and prospective employees, pupils, suppliers, clients, and others with whom it communicates. In addition, it may be required by law to collect and use certain types of information to comply with the requirements of government departments. This personal information must be dealt with properly however it is collected, recorded and used - whether on paper, in a computer, or recorded on other material - and there are safeguards to ensure this in the Data Protection Act 1998. 

We regard the lawful and correct treatment of personal information by the School as very important in order to secure the successful carrying out of operations and the delivery of our services, and to maintaining confidence with those whom we deal. The School wishes to ensure that it treats personal information lawfully, correctly and in compliance with the 1998 Act. 

To this end we fully endorse the obligations of the Act and adhere to the Principles of data protection, as enumerated in the 1998 Act. 

Main Provisions of the 1998 Legislation 
(a) Ensuring Data Controllers notify their processing of personal data with the Information Commissioners Office. The School must supply certain information to the Commissioner who maintains a public register of the types of information organisations process, where it gets it from and what it does with it. 
(b) Observing the eight Data Protection Principles (more detail below)
(c) Allowing the data subject to exercise his/her rights and have right of access to their personal information, what is held, how it is processed, to whom it is disclosed and to be told of the logic behind automated decisions. Such access requests must be complied within 40 days and the maximum chargeable fee is £10.
Definitions 
Data Controller Any individual or organisation who controls personal data, in this instance the School. 

Personal Data Information held on a relevant filing system, accessible record or computerized record (as well as digital audio or video equipment), which identifies living individuals. 

Sensitive Personal Data Personal data relating to an individuals race or ethnic origin, political opinions, religious beliefs, physical/mental health, trade union membership, sexual life and criminal activities. 

Relevant Filing System Also known as manual records i.e. a set of records which are organised by reference to the individual/their criteria and are structured in such a say as to make specific information readily accessible e.g. personnel records, microfiches. 

Data Subject An individual who is the subject of the personal data, for example, employees, pupils, claimants etc. 

Processing Obtaining, recording or holding data or carrying out any operation on the data including organising, adapting, altering, retrieving, consulting, using, disclosing, disseminating, aligning, blocking, erasing or destroying the data. 

Accessible Records Any records which are kept by the Organisation as part of a statutory duty, e.g. pupil records, housing tenancy records, social services records.
Data Protection Principles 
Specifically, the Principles require that personal information: 

· shall be processed fairly and lawfully and, in particular, shall not be processed unless specific conditions as set out in the 1998 Act are met; 

· shall be obtained only for one or more specified and lawful purposes, and shall not be further processed in any manner incompatible with that purpose or those purposes; 

· shall be adequate, relevant and not excessive in relation to the purpose or purposes for which they are processed; 

· shall be accurate and, where necessary, kept up to date; 

· shall not be kept for longer than is necessary for that purpose or those purposes; 

· shall be processed in accordance with the rights of the data subject under the 1998 Act; 

and that: 

· appropriate technical and organisational measures shall be taken against unauthorised or unlawful processing of personal data and against accidental loss or destruction of, or damage to, personal data; 

· shall not be transferred to a country or territory outside the European Economic Area unless that country or territory ensures an adequate level of protection for the rights and freedoms of data subjects in relation to the processing of personal data. 

Commitment 
The School will, through appropriate management and application of criteria and controls: 

· observe fully conditions regarding the fair collection and use of information; 

· meet its legal obligations to specify the purposes for which information is used; 

· collect and process appropriate information, and only to the extent that it is needed to fulfil operational needs or to comply with any legal requirements; 

· ensure the quality of information used, including its accuracy and relevancy for the purpose(s) specified; 

· apply strict checks to determine the length of time information is held; 

· ensure that the rights of people about whom information is held can be fully exercised under the 1998 Act. (These include: the right to be informed that processing is being undertaken: the right of access to one's personal information; the right to prevent processing in certain circumstances; the right to correct, block or erase information which is regarded as erroneous); 

· take appropriate technical and organisational security measures to safeguard personal information.







Compliance
In addition the school takes steps to ensure that:

· There is someone with specific responsibility for data protection in the organisation.

· Everyone managing and handling personal information understands that they are contractually responsible for following good data protection practice.

· Everyone managing and handling personal information is appropriately trained to do so.

· Everyone managing and handling personal information is appropriately supervised.

· Methods of handling personal information are clearly described.

· A regular review and audit is made of the way personal information is managed.
Rights of Access to Information (Non-Teaching Staff and Volunteers)

Staff have a right of access to their personal data covered by the Act.  Anyone wishing to access their personal data should put their request in writing to the Data Controller.  

(Appendix B)

The School will endeavour to respond to any such written request as soon as is reasonably practicable and in any event, within 40 days for access to records and 21 days to provide a reply to an access to information request.



Rights of Access to Information (Students and Parents)

The Data Protection Act 1998 gives all school students, regardless of age, the right of access to their school student records.  Requests to see or receive copies of records should be made in writing to the Data Controller.  The School will endeavour to respond to any such written request as soon as is reasonably practicable and in any event, within 15 school days.  

If students are incapable of understanding or exercising their own rights under the Data Protection Act, (for instance because they are too young), parents can make a subject access requests on their behalf. 

In addition, parents have an independent right of access to the official educational records of their children.  The procedure for receiving a copy of the educational record is as above.  Because parents have an independent right of access to student records, the students themselves have no right to prevent their parents from obtaining a copy of their school records.

Rights of Access to Information (Teaching Staff)

Teaching staff have a right to access student data as part of their normal working duties.

Access will be gained through the school computer systems utilising their own passwords or gaining access to the secure manual filing systems within the school. 

If a member of teaching staff requires this data to work off site then permission should be sought from the Principal.

Rights of Access to Information (Governors)

Governors may need to access any of the data held by the school in the exercise of these duties.  Governors will request the information required from the senior management team in the school or from the bursar.
Data Handling and Security

All parties who have access to the data have a duty of care to ensure that the data is held securely and if necessary disposed of in a proper manner. (Appendix  C)

Data Processing by Third Parties

It may be necessary for the school to have the data or part of the data processed by a third party organisation. It such instances the school shall ensure that the 3rd party organisation is approved and will take all the necessary precautions to protect that data whist in its control.

In such instances the 3rd party organisation will have to sign a data processing agreement with the school.    (Appendix E)
Exemptions

Certain data is exempt from the provisions of the Data Protection Act which includes the following:-

  
The prevention or detection of crime;

  
The assessment of any tax or duty;

  
Where the processing is necessary to exercise a right or obligation
  
conferred or imposed by law upon the school.

There are specific exemptions for Health, Education and Social Work, which allow for the proper management and control of student data within the school. Any further information on exemptions should be sought from the Data Controller.


Data Protection Controller 

The school has appointed a Data Protection Controller who will endeavour to ensure that all personal data is processed in compliance with the Data Protection Act.  

(See Appendix D)


Accuracy

Whitehouse Primary School will endeavour to ensure that all personal data held in relation to staff, pupils and past pupils is accurate.  Staff, parents and pupils should notify the School Office of any changes to information held about them.  Staff, parents and pupils have the right to request that inaccurate information held about them is erased.  This request should be made in writing to the Data Controller.



Enforcement
If a member of staff believes that the school has not complied with this policy or acted in accordance with the Data Protection Act, he or she should notify the Data Protection Controller and failing any satisfactory resolution may utilise the School grievance procedure and ultimately the Information Commissioner
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Appendix A

Data definition and Location

The following Student data is held on The Schools Information Management Systems [image: image3.jpg]Student Free School Meal data from ELB EMS systems

The type of the claim. For example, FSM01

The code of the claim.

The status of the claim.

The start date of the claim.

The end date of the claim.




(SIMS).

[image: image4.jpg]Student from SIMS

he student’s unique pupil number (UPN).

he student’s legal surname.

he student’s legal forename.

he student’s preferred surname.

he student’s preferred forename.

—
=
-
.
=
-

he student’s middle name(s)

The student’s address.

The student’s gender.

The student’s date of birth.

The student’s ethnic origin.

The student’s first language.

English as an Additional Language

The student’s religion.

The student’s admission number to the school.

The student’s Unique Candidate Identifier.

The curriculum year in which the student is taught, for example:
Curriculum Year 7
Curriculum Year 8

14 Curriculum Year 14

Pupil attends Irish Medium Unit

The status of the student. Allowable values are:

On rolt

Student is on the school roll (i.e. currently belongs to the school).
Current

Student is not on the school roll but takes some classes at the school.
Leaver

Student has left the school.

The date the student was admitted to the school.

The registration group the student belongs to.

Indication whether or not a student is in care.

Indication whether or not a student is in part time education.
I Student attends part time.

F Student attends full time.

School notified of a medical condition.

Flag indicating whether or not the student is a boarder at the school.

o

ag indicating whether or not the student is entitled to free school meals.

&

ag indicating whether or not a student pays fees.

he leaving code.

he destination that a leaver has gone to (e.g. name of the new school).

T
The description associated with the leaving code.
T
T

he SEN stage.





[image: image5.jpg]Student Assessment from SIMS

The result set with which the assessment is associated. For example:

Key Stage 3 Validated Result

The date of the result.

The type of result.

For example, the result may be a grade or a percentage (marks-integer).

The aspect code.
For Key Stage 3 results the code KS3 subject strand. For example:

SCAT1

The description of the aspect. For example:

SC AT1: Scientific Enquiry (N1)

The result

Student School History from SIMS

Date the student was admitted to the school.

Date the student left the school.

The enrolment status of the student.

DENI No of the destination school.

Name of destination school.





The following teacher data is held on SIMS

[image: image1.jpg]Teacher data from SIMS

he salutation of the member of staff.

T
The legal surname of the member of staff.

he legal forename of the member of staff.

he preferred surname. of the member of staff.

he preferred forename. of the member of staff.

he middle name(s) of the member of staff.

he gender of the member of staff.

-
-
-
=
-
=

he date of birth of the member of staff.

The employment type code of the member of staffs employment / contract.

The employment type description. For example, whether the member of staff is on a permanent or

temporary contract.

The number of hours worked in a week.

The number of weeks per year that the member of staff is contracted to work.

The start date of the member of staff’s contract.

The code associated with the member of staff’s post.

The description of the member of staffs post. For example, Head of Department.

Teacher Absence from SIMS

The leaving code

The description associated with the absence reason code

The start date of the period of absence.s

The end date of the period of absence.

Teacher Class data from SIMS

The class taught by the teacher. For example, 10A/Gg

The subject taught in the class.

This is a SIMS subject code, not a QCA subject code. For example, Gg for Geography

The number of students in the class.





Appendix B

Data Access Request Form
	Whitehouse Primary School                             Data Access Request Form     

	Name
	

	Address
	

	
	

	
	

	Telephone
	

	Email
	

	Data Requested
	

	Signature
	                                                                                Date:

	Approved
	YES / NO

	Reasons for Rejection
	

	Data Controller
	                                                       Date:

	Principal
	                                                        Date:


Appendix C

Data Handling & Storage

Electronic Data

The electronic data is stored on the school server(s) as supplied by the ICT provider (C2k).  Secure access to these machines will be defined by the ICT provider with local administration rights given to the School C2k Manager. The school will operate ICT system security as defined and supplied by the ICT provider

Access to the defined data shall by via the equipment supplied by the school or via an approved remote access system as defined by the School ICT supplier.

Users should keep their allocated user names and passwords private and secure and if they suspect that these have been become known to other parties should immediately get them replaced by ICT administrator.

If a member of staff requires to use defined data off site, it is recommended that the data be loaded onto a school supplied portable PC.

The portable PC should be transported securely when removed from the school site. When travelling in a private vehicle the PC should be stored in the boot.

When accessing defined data, a user should ensure that if workstation at which they are working is to be left unattended then the user should log out of the data and lock the workstation.

Users are recommended not to load defined data onto any PC or electronic device not supplied by the school.

Data Disposal

All data will disposed of as set out in Disposal of Records Schedule.
Appendix D

Data Controller

The School Data Controller is: 
 Name: W Bailie
Tel: 02890869252
Email: wfbailie@yahoo.co.uk
2
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